***Прокуратура Красночетайского района разъясняет:***

## **Мобильное и интернет мошенничество. Как распознать и защититься?**

Мобильные и интернет мошенничества в подавляющем большинстве случаев совершаются гражданами, находящимися за пределами территории Чувашской Республики и даже страны. Преступления, совершенные неустановленными лицами из других регионов, использующими информационно-телекоммуникационные технологии – остаются не раскрытыми.

**Кто становиться жертвами этих преступлений?**

Является большим заблуждением считать, что на уловки мошенников попадаются только пенсионеры и молодёжь. Жертвами, как правило, становятся работающие граждане трудоспособного возраста от 25 до 55 лет, имеющие постоянный источник дохода. На пожилых граждан и молодёжь приходится всего 13-14 %.

Жертвами названных преступлений часто становятся граждане активно приобретающие товары и услуги посредством сети Интернет.

**Можно ли распознать мошенника по голосу?**

Вы никогда не распознаете мошенника по голосу. Он всегда в разговоре с вами будет вести себя очень непосредственно, квалифицированно, грамотно и предельно корректно, внушая Вам доверие!

**Какие виды мошенничества Вам угрожают?**

В настоящее время самыми распространёнными способами дистанционных хищений являются:

- совершение хищений мошенниками посредством использования подложных объявлений на интернет-площадках;

- мошенники представляются работниками банковских организаций, полиции или других органов или организаций;

- создание злоумышленниками ложных интернет сайтов (близнецов), похожих на сайты известных банков, интернет-магазинов, которые пользуются у потребителей доверием, через которые происходит хищение реквизитов платёжных карт;

- распространение злоумышленниками в сети «Интернет» и социальных сетях предложений заработать на процентах на так называемых «биржах», «инвестиционных компаниях», получить быстрый заработок.

- поддельные биржевые площадки для инвестирования.